
Raspberry Pi - Installation reverse-proxy 

Modèle: Raspberry 4b               

RAM: 4Go         

Stockage: carte sd 64Go  

 

Étape 1 : Installation Pi OS et connexion  

Installer Raspberry Pi Imager : https://www.raspberrypi.com/software   

Insérer la carte SD dans son ordinateur.  

Lancer Raspberry Pi Imager et sélectionner le modèle, l’OS et la carte SD souhaité : 

 

Appuyer sur suivant.  

Puis modifier les réglages : 

 

Configurer le Pi comme souhaité : 



 

Activer SSH avec clé publique, cela permet de sécuriser davantage : 

 

Puis appliquer les réglages de personnalisation. 



Lancer l’écriture et attendre la fin de l’installation de l’OS sur la carte SD

 

 

 

 

 

 

 

Mettre la carte SD dans le Raspberry pi puis le brancher sur le port Ethernet souhaité 

(dans mon cas c’est le port4 de ma box : j’ai activé le DHCP pour attribuer l'adresse 

192.168.1.34 au Raspberry Pi et mis cette adresse en statique sur ma box :  

 

 

 

 

 

 

 

 

 

 

 

 



   Guide Complet d’Installation de WordPress sur Raspberry Pi avec NGINX Proxy 
Manager et domaine personnalisé 

       Objectif 

Installer un site WordPress localement sur un Raspberry Pi avec Apache, le rendre 
accessible sur Internet via un reverse proxy NGINX Proxy Manager avec un certificat 
SSL pour le domaine : 

     https://portfolio.rootbet.fr 

 

   Préparation du Raspberry Pi 

           Connexion SSH 

ssh hurbt@192.168.1.34 

 

  Vérification DNS 

ping -4 google.com pour ping avec l’adresse IPv4  

 

    Mise à jour du système 

sudo apt update && sudo apt full-upgrade -y 

sudo reboot 

 

 

   Installation du serveur Apache, PHP, MariaDB 

sudo apt install -y apache2 mariadb-server php php-mysql libapache2-mod-php \ 

mailto:hurbt@192.168.1.34


php-cli php-curl php-gd php-mbstring php-xml php-xmlrpc php-soap php-intl php-zip 
unzip curl 

 

 

   Configuration d'Apache pour écouter sur le port 8080 

sudo sed -i 's/Listen 80/Listen 8080/' /etc/apache2/ports.conf 

sudo systemctl restart apache2 

 

 

   Création du VirtualHost portfolio.conf 

sudo nano /etc/apache2/sites-available/portfolio.conf 

 

     Contenu du fichier : 

<VirtualHost *:8080> 

    ServerName portfolio.rootbet.fr 

    DocumentRoot /var/www/html 

 

    <Directory /var/www/html> 

        Options Indexes FollowSymLinks 

        AllowOverride All 

        Require all granted 

    </Directory> 

 

    ErrorLog ${APACHE_LOG_DIR}/portfolio_error.log 

    CustomLog ${APACHE_LOG_DIR}/portfolio_access.log combined 

</VirtualHost> 



 

      Activation du site et du module rewrite : 

sudo a2ensite portfolio.conf 

sudo a2enmod rewrite 

sudo systemctl reload apache2 

 

 

   Sécurisation de MariaDB 

sudo mysql_secure_installation 



 

 

 

   Création de la base de données WordPress 

DB_NAME="wordpress" 

DB_USER="hurbt" 

DB_PASS="Boulanger49Angers" 



 

sudo mysql -u root <<EOF 

CREATE DATABASE $DB_NAME DEFAULT CHARACTER SET utf8 COLLATE 
utf8_unicode_ci; 

CREATE USER '$DB_USER'@'localhost' IDENTIFIED BY '$DB_PASS'; 

GRANT ALL PRIVILEGES ON $DB_NAME.* TO '$DB_USER'@'localhost'; 

FLUSH PRIVILEGES; 

EOF 

 

 

7️⃣ Installation de WordPress 

cd /tmp 

curl -O https://wordpress.org/latest.tar.gz 

tar xzvf latest.tar.gz 

sudo rsync -av wordpress/ /var/www/html/ 

sudo chown -R www-data:www-data /var/www/html 

sudo find /var/www/html/ -type d -exec chmod 755 {} \; 

sudo find /var/www/html/ -type f -exec chmod 644 {} \; 

 

 



Configuration wp-config.php 

cd /var/www/html 

sudo cp wp-config-sample.php wp-config.php 

sudo sed -i "s/database_name_here/$DB_NAME/" wp-config.php 

sudo sed -i "s/username_here/$DB_USER/" wp-config.php 

sudo sed -i "s/password_here/$DB_PASS/" wp-config.php 

 

     Ajoute en bas du fichier pour HTTPS via Proxy : 

sudo nano wp-config.php 

 

if (isset($_SERVER['HTTP_X_FORWARDED_PROTO']) && 
$_SERVER['HTTP_X_FORWARDED_PROTO'] === 'https') { 

    $_SERVER['HTTPS'] = 'on'; 

} 

 



 

   Installation de NGINX Proxy Manager 

        Installation de Docker & Docker Compose 

curl -sSL https://get.docker.com | sh 

sudo usermod -aG docker $USER 

sudo apt install docker-compose -y 

 

    Déconnecte-toi et reconnecte-toi à la session SSH. 

 

       Déploiement de NGINX Proxy Manager 

mkdir -p ~/nginx-proxy-manager 

cd ~/nginx-proxy-manager 

nano docker-compose.yml 

 

     Contenu : 

version: '3' 

services: 

  npm: 

    image: jc21/nginx-proxy-manager:latest 

    container_name: nginx-proxy-manager 

    restart: always 

    ports: 

      - "80:80" 

      - "81:81" 

      - "443:443" 



    volumes: 

      - ./data:/data 

      - ./letsencrypt:/etc/letsencrypt 

 

     Lancer : 

docker-compose up -d 

 

 

     Accès à l’interface de gestion NPM 

    http://192.168.1.34:81 
Identifiants par défaut : 

• Email : admin@example.com 

• Mot de passe : changeme 

 



    Modifie-les dès la première connexion. 

 

 

     Configuration DNS sur OVH 

1. Récupère ton IP publique : 

curl ifconfig.me 

2. Va sur https://www.ovh.com/manager 

3. Menu : Web Cloud > Domaines > rootbet.fr > Zone DNS 

4. Ajouter une entrée A : 

Nom : portfolio 

Type : A 

Cible : <ton IP publique> 

TTL : 3600 

5. Vérification : 

nslookup portfolio.rootbet.fr 

 

      Redirection des ports sur ta box 

https://www.ovh.com/manager


Port externe IP RPi Port interne Protocole 

80 192.168.1.34 80 TCP 

443 192.168.1.34 443 TCP 

 

  Configuration dans NGINX Proxy Manager 

1. Proxy Hosts > Add Proxy Host 

2. Domain Name : portfolio.rootbet.fr 

3. Forward Hostname / IP : 192.168.1.34 

4. Forward Port : 8080 

5. SSL :  

o    Request a new SSL Certificate 

o    Force SSL 

6. Ajouter proxy_set_header X-Forwarded-Proto $scheme; dans Advanced

  



 

 

Page par défaut d’apache apparait lorsque je pointe sur https://portfolio.rootbet.fr 

1.       Supprime la page Apache par défaut : 

sudo rm -f /var/www/html/index.html 

    Cette page prend souvent le dessus sur index.php, ce qui empêche WordPress de se 
lancer. 

 

2.    Vérifie le contenu du dossier /var/www/html 

Tu dois y voir au moins ces fichiers : 

ls /var/www/html 

Tu dois voir : 

index.php  wp-config.php  wp-admin/  wp-content/  wp-includes/ ... 

 

3.         Relance Apache : 

sudo systemctl restart apache2 

 

4.     Recharge NGINX Proxy Manager : 

Même si tu viens de le redémarrer, on s’assure : 



docker restart nginx-proxy-manager 

 

Dans wp-config.php ajouter ces lignes ci au-dessus de ce commentaire « /* That's all, 
stop editing! Happy publishing. */ » (cela permet de faire la redirection entre http et https 
dû à mon reverse proxy) 

define('WP_HOME', 'https://portfolio.rootbet.fr'); 

define('WP_SITEURL', 'https://portfolio.rootbet.fr'); 

 

if (isset($_SERVER['HTTP_X_FORWARDED_PROTO']) && 
$_SERVER['HTTP_X_FORWARDED_PROTO'] === 'https') { 

    $_SERVER['HTTPS'] = 'on'; 

} 

 

      Vérifications et Débogage 

Test Apache localement : 

curl -I http://127.0.0.1:8080 

 

 

http://127.0.0.1:8080/


Voir si Apache écoute : 

sudo ss -tulpn | grep apache 

 

Redémarrer NGINX Proxy Manager: 

docker restart nginx-proxy-manager 

 

 

   Site accessible 

Tu peux désormais accéder à ton WordPress sécurisé à l’adresse : 

     https://portfolio.rootbet.fr 

 

 
 

 

 

 

https://portfolio.rootbet.fr/


L’installation est ok :  

 


